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Introducing 
OkDCN and 

OHAI

Lifelong health for all Oklahomans. 

Staying healthy and living safely in your 

own home and community for as long as 

possible. That’s the goal – and you can 

do it with help from Oklahoma Healthy 

Aging Initiative (OHAI). This statewide 

network through the Section of Geriatric 

Medicine at the University of Oklahoma 

Health Sciences Center is designed 

especially for seniors and their loved 

ones living anywhere in Oklahoma and 

offers a wide range of healthy aging 

educational programs and resources 

close to home.

The Oklahoma Dementia Care Network 

(OkDCN) is a collaborative statewide 

program to improve the care and health 

outcomes of older adults living with 

Alzheimer’s disease and other dementias 

and their family and friend caregivers. Our 

mission is to enhance the care and support 

for the growing number of Oklahomans 

affected by all types of dementia.
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Understanding 
Fraud and 

Scam

4

Fraud is the act of deceiving or misrepresenting someone in 

order to induce another to part with something of value or to 

surrender a legal right.

A scam is a fraudulent or deceptive act or operation. 
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Elderly 
Fraud and 

Scam 
Statistics 



Different 
Types of 

Scams 
Targeting seniors have become so 

prevalent that they are now 

considered “the crime of the 21st 

century.” 

Health 

Care/Medicare/Health 

Insurance Fraud

Sweetheart Scam Telemarketing/ 

Internet Fraud

Homeowner/Reverse 

Mortgage Scams

The Grandparent 

Scam
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Identifying Health 
Care/Medicare/Health 

Insurance and 
Counterfeit Prescription 

Drugs Fraud
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Identifying 
Sweetheart Scam 
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Identifying Telemarketing Fraud

• The Pigeon Drop- con artist tells an individual 
how they have found a large amount of 
money and will split it with them if that 
induvial makes a good faith payment from 
their bank account, and often a second con 
artist will pose as a lawyer or banker.

• The Fake Accident Ploy- con artist gets the 
victim to wire money for a child or relative in 
the  hospital 

• Charity Scams- con artist utilizes a fake 
charity after a natural disaster.
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Homeowner/Reverse Mortgage Scam

• Foreclosure Scam 

• Information Scam 

• Fee Scams

• Investment Scams 
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Identifying The 
Grandparent 

Scam
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Recognizing 
the Warning 

Signs 

Large or unexplained 

bank withdraws
New people

Insufficient funds 

activity or unpaid bills

Forgery or suspicious 

signatures

Wiring or mailing large 

sums of money

Embarrassment or 
unwillingness to discuss 

problem
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Minimizing the 
Risk: 

• Never give your credit, banking, Social Security, Medicare 

or other personal information over the phone unless YOU 

initiated the call. 

• Be aware that you are at risk from strangers – and those 

closest to you. 

• Don’t isolate yourself – Stay involved!

• Tell solicitors: “ I never buy (or give to) anyone who calls or 

visits unannounced.  Send me something in writing. 

• Shred or store all receipts with your debit/credit card 

number. 

• Sign up for the “Do Not Call” list. 

• Use direct deposit for benefit checks. 

• Be skeptical of all unsolicited offers and thoroughly do 

your research.  
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The 4 Steps to 
Improving Personal 

Cyber Security

• Don’t click on links in emails from unfamiliar 

senders. Be wary of strange or unexpected 

messages, even if they’re from people you 

know.

• Don’t open any attachments unless you know 

the sender and were expecting them to send 

it.

• Ignore unsolicited phone calls and “robocalls.”

• Don’t respond to or click on pop-up windows 

on your phone or computer.
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June is a 87 year old woman, who was recently widowed 

and lives alone.  When her husband was still alive they 

were very active in the community.  However, since his 

death, she has become isolated and spends much of her 

time at home playing computer games. 

• What can we do to help ensure that June does not 

become a victim of an internet scam? 
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Case Study #1  



Bill is a 67 year old male who is married and lives in a large 

home.  He is currently caring for his wife, who suffers 

from memory issues and requires daily care and 

oversight.  Recently a family friend has moved into the 

home with their spouse and 3 children to help Bill take 

care of his wife. 

• What are some warnings sign you might want to watch 

out for? 

• What can we do to help keep Bill from becoming a 

victim of abuse? 
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Case Study #2  



Resources

17

AGENCY TYPE OF SCAM PHONE NUMBER

Federal Bureau of Investigation

Money mule scams, drug smuggling 

scams, lottery and sweepstakes scams, 

tech support scams, IRS and tax 

scams

800-225-5324

Federal Trade Commission
Online dating scams, and tech support 

scams
877-438-4338

IRS (Treasury Inspector General 

for Tax Administration)
IRS and Tax Scams 800-366-4484

Social Security Administration

IRS and tax scams, and any scam in 

which you’ve give out your Social 

Security number

800-269-0271

State Attorney General (National 

Association of Attorneys General)

All consumer-related scams including 

online dating, tech support, 

grandparent and mail-related scams

202-326-6000

U.S. Postal Service Office of 

Inspector General
Mail scams 888-877-7644



Thank You

Devon Murray, Education Director, OHAI 
devon-murray@ouhsc.edu

G-Coty Shorter, ECHO Project Coordinator 

gcoty@ouhsc.edu

18

mailto:devon-murray@ouhsc.edu
mailto:gcoty@ouhsc.edu

